
Introduction of ROCKEY6 SMART Remote Update Tool (End-User) 

Remote Update Tool for 
End-User 

 

The Remote Update Tool (End-User) contains mainly three parts; firstly, “Update Tag” intends to be 

used for customer to update remote flag; secondly, “Update File” can be utilized with the method of 

secure file transfer, to update file contents inside of ROCKEY6 SMART for end-user; the third one is 

“Module Manager”, applying to define module requirements and download authorization module. To 

operate the last two parts in the right way, it is necessary to enter the field of “new Tag” and “New 

Password” with the value obtained from the SW vendor.  

 

1. Update Tag 
Two steps are required for end-user to handle remote flag update; informing SW vendor against the 

dongle-related data within the column of “Device Info” by user is in the first place; SW vendor generates 

“New tag” and”New Password” based on the “Device Info” got from user, and sends them back to 

end-user; in the end, user write corresponding values on the field of “New tag” and”New Password”, and 

click “Update” buttons to complete the procedure. 
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2. Update File 
When user is in need of update, SW vendor first generates “New tag” and “New Password” on basis of 

device info of end-user, and sends user some files calling for update with the method of secure file 

transfer; therefore, user should following steps to complete file update such as: 

 Press “Update File” tab of Remote Update Tool of end-user; 

 Add files demanding update into the “File List” one by one; 

 Write corresponding value got from SW vendor into the field of “New tag” and “New Password” 

 Click “Update” button to begin the operation. 
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3. Module Manager 
For the purpose of managing module in effect way, first of all, user generates module requirement 

files for those modules set as required one based on the specific definition from SW vendor; and later 

user sends a package of data to the SW vendor involving module requirement files and “Device Info” 

relative to the dongle of user. The SW vendor, therefore, will generate “New tag” and”New password” 

according to the “Device Info”, similarly, generate authorization file in terms of the user requirement, 

and send them back to the end-user. While receiving them, user can begin updating modules 

correspondingly. 



Introduction of ROCKEY6 SMART Remote Update Tool (End-User) 

 

 

3.1 Define Requirement 

Press “Browse” button to select a particular module definition file provided by developer, and choose 

“Open/Close” operation for different modules in reference of the “FileID List”; finally, clicking “Generate 

File” button to create a module requirement file, which will be sent to the SW vendor by user. 

  

3.2 Download Authorization 

SW vendor, in the beginning, generate “New tag” and “New Password” as soon as they got the user 

information, and generate authorization file based on the requirement file template of user, which will 

be sent to the user at a later stage. In such way, user may begin remote updating with this authorization 
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file in hand. 

Before downloading authorization, it is a must to write “New tag” and “New Password” into the 

relevant field of “Update Tag” tab. Check “Download Authorization (A)” and browse to choose a 

particular file, after that, specify a needed “module authorization file” and click “Update” button to start 

operation. 
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